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EMPLOYMENT OFFER SCAM 
 
 
Dear Job Seeker, 
 
Hexion Inc. (“Hexion”) is aware that job application spoofing and phishing scams are on the rise. We want to 
ensure that you are aware of these fraudulent activities and know how to protect yourself. 
 
Hexion recently became aware that some unauthorized individuals/scammers are pretending to be members 
of its Human Resources (HR) department and are using Hexion’s name and trademarks in attempts to 
defraud the public. These scammers are using LinkedIn and the Internet domain, “careers-hexion.com” to 
make fraudulent job offers to members of the public. As a condition of this “job” the recipients of these 
solicitations may be required to provide their personal identifying information, banking information, pay fees 
or purchase any equipment or software as part of the recruitment process.  These fraudulent materials use 
the Hexion name, logo and address, as well as the names of our staff and management – all without 
permission.  We are taking steps to halt such fraud.  However, we need your help as well. 
 
Please be aware that Hexion will never ask for your personal information, such as your social security 
number, bank account information, or credit card details by email, during any legitimate recruitment process. 
We will also never ask you to pay any fees or purchase any equipment or software as part of the recruitment 
process. 
All emails from Hexion will come from an email address ending with @Hexion.com or a system generated 
response, if you have completed a profile or applied for a position with Hexion, from Hexion Talent 
Acquisition system@successfactors.com.  We do not issue emails from any third-party recruiters or agents.   
 
Hexion is not responsible for any such fraud.  Hexion cannot and will not honor any commitments or 
promises made by fake employees or impostors.  We urge you to check to make sure that all 
communications that you receive from Hexion are legitimate and NOT to share your personal information, 
such as your social security number, bank account information, or credit card details, or send any money to 
these unauthorized individuals/scammers.   
 
If you believe that you have been the victim of any Internet fraud, please report it to your local law 
enforcement authority.  Please also notify us if the fraud involves a misuse of the Hexion name or logo, or the 
name of any Hexion employee, or a fake email address or emails purporting to be from Hexion.  If you have 
any questions about this, or want to notify us of any suspicious communication, please contact us at: 
http://www.hexion.com/company/contact/.   
 
Thank you for your attention to this matter. 
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